User agreement on the use of Cashinout Ekvarta Group OU system
1. Preamble

1.1. This document (hereinafter referred to as “Agreement”) contains the main
provisions relating to functioning of and working in Cashinout Ekvarta Group OU
system.

1.2. The Agreement stipulates the principles and conditions under which the
Administrator - CASHINOUT EKVARTA GROUP OU, established in accordance
with the laws of the Republic of Estonia, located at Estonia Harju maakond,
Tallinn, Lasnamae linnaosa, Punane tn 68-170, 13619, registration number
16018769, licensed by the Estonian Financial Services Commission - provides the
Customers with access to the System Services, charging fees according to the
tariffs specified in the relevant section, and the Customer undertakes to use the
System and its Services in accordance with this Agreement and the Internal
Policies.

1.3 This Agreement is an official public offer of the Administrator to provide the
use of the System and its Services and is addressed to legal entities.

1.4. The Administrator may regulate by its Internal Policies the issues not reflected
in the Agreement, providing information about such Internal Policies on the Site.
Acceptance of this Agreement constitutes the Customer's agreement to comply
with all terms of both the Agreement and the Internal Policies.

1.5 The content of the Site is provided on an “as is” basis for information purposes
only. The Administrator makes no warranty, either expressed or implied that the
content of the Site is true, current, complete and/or can be used as a basis for any
kind of action or lack of action.

2. Terms and Definitions

2.1 Authorization Data are the data which enable the authentication of the
Customer. By default, the Login and Password of the Customer are the
Authorization Data. The Administrator has the right to ask the Customer to use
additional Authentication Data at its own discretion.

2.2 Authorization means granting a person the right to carry out Transactions in
the Personal Account as a result of his/her Login and Password authentication.

2.3 Account means the Customer's virtual account in the System registered in
accordance with this Agreement and the Internal Policies. Unless otherwise
specified, “Account” means both a Business Account and a Personal Account.

2.4 Beneficial Owners are individuals who directly or indirectly own or control 10%
or more of the shares (interest) in a legal entity.

2.5. Business Account means the Account created by a legal person or sole
proprietor who has been duly registered in accordance with the requirements of
applicable law.



2.6. Account Suspension means suspension of all Transactions in all of the
Customer's Wallets by the Administrator if the activity of the Customer is
suspicious or in conflict with the provisions of the Agreement or Internal Policies
or requirements of the current legislation.

2.7. Verification means verification of the authenticity of the data entered by the
Customer into the System by filling in an online form with supporting documents
attached according to the instructions in a personal account, in accordance with
the requirements of current legislation and AML Policy.

2.8. Verified Account means the status of an Account of a registered Customer,
who has entered his/her data into the System and confirmed it as a result of the
Verification procedure in accordance with clauses 4.5. - 4.9. of the Agreement.

2.9 Internal Policies are the Administrator's internal documents governing the
System operation, including the Anti-Money Laundering and Counter-Terrorist
Financing Compliance Policy published on the Website.

2.10. Prohibited activity means an activity, which has any of the following
qualities: is a criminal offense in the Customer's jurisdiction; is related to the sale
of goods, works or services that are prohibited for sale in the Customer's
jurisdiction; is associated with the sale of any goods, works or services (performing
any transactions), mentioned in Annex 1 to the Agreement; is against human
standards of ethics and morality.

2.11. Applicant means an individual, a sole proprietor or a legal entity wishing to
create an account in the System and submitting an application for Registration
through the System when going through the Identification procedure in
accordance with the Agreement.

2.12. Customer means an individual, a sole proprietor or a legal entity who is the
holder of an Account and who has completed the Registration procedure and has
acquired the right to use the System in accordance with the Agreement and the
Internal Policies.

2.13. Fees means remuneration charged by the Administrator for the System
Services rendered to the Customer.

2.14. Contact Data means the e-mail address and mobile phone number entered by
the Customer in the System.

2.15. Administrator's Contact Data are the following addresses on the
Administrator's side:

e for postal correspondence: Estonia Harju maakond, Tallinn, Lasnamae
linnaosa, Punane tn 68-170, 13619;
e Contact by e-mail: info@cashinout.io

2.16. Wallet means a part of the Account which reflects the balance of Funds
owned by the Customer in one of the selected currencies. There may be several
Wallets in different currencies in one Account.

2.17. Personal Account means an Account created by an individual.
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2.18. Login means the Customer's e-mail address or a digit-letter combination
given by the Customer.

2.19. Store means a website or mobile app used by the Merchant to sell its goods,
works or services.

2.20. Merchant means an Account created by a legal person or sole proprietor duly
registered as required by applicable law.

2.21. Unverified Account means the status of the Account of a registered Customer
whose identity and/or mobile phone number have not been verified. Unverified
Account holders are provided with the System Services with the restrictions
published on the Website.

2.22. Shell Bank means a bank registered in a jurisdiction in which it is not
physically present and which is not associated with any financial institution subject
to the relevant legislation.

2.23. Transaction means an action initiated by the Customer to receive Funds in
his/her Account or to send Funds from his/her Account within the System.

2.24. Password means a combination of letters, numbers and other symbols set by
the Customer during registration and used together with the Login to access the
Account.

2.25. Payment means Funds available in the Wallet and transferred from the
Customer to a third party or from a third party to the Customer.

2.26. Payment Order means the Customer's instruction to execute a Transaction
electronically in the form provided by the Administrator through the System.

2.27. Registration means the result of entering a person's data into the System,
after which the Customer has accepted the Agreement and is identified by the
System.

2.28. Website is https://www.cashinout.io.

2.29. System Services are Operations performed through the System to receive
and send Funds in the Wallets of the Customers.

2.30. System means a combination of hardware and software designed, created
and operated to provide the System Services to the Customer by the
Administrator.

2.31. Funds are funds in electronic form, which belong to the Customer and are
accounted on his/her Wallet.

2.32. Parties means the Administrator and the Customer.
2.33. Wallet Type means a Wallet in one of the available currencies.

2.34. Chargeback means a bank card payment cancellation procedure initiated by
the cardholder through his/her bank.

3. General provisions



3.1 In order to become the Customer and start using the Services of the System,
the Customer has to create an Account, following the procedure described in
Section 4 of the Agreement.

3.2 The Customer shall be entitled to receive information about the System
Services provided by the Administrator, the provisions of the Agreement and
Internal Policies, access to the System Services in accordance with the status of
his/her Account and other restrictions stipulated by the Agreement and Internal
Policies.

3.3 The Customer shall be entitled to receive technical and informational support
in connection with the use of the System Services.

3.4 The Customer shall be obliged to:
3.4.1. Comply with the provisions of the Agreement and the Internal Policies;

3.4.2. Provide true, complete and up-to-date data upon Registration in the System,
upon Verification procedure, upon change of data in the System, as well as upon
the Administrator's request in cases stipulated by the Agreement and Internal
Policies;

3.4.3. Not to allow third parties to use his/her Wallet;

3.4.4. Take all reasonable steps to keep his/her Authorization Data secret and not
disclose them to any third parties. The Customer shall be fully responsible for the
security of his/her Authorization Data and all risks associated with its loss, loss
and/or compromise;

3.4.5. Immediately notify the Administrator through the Customer support in the
event of detecting a Transaction carried out without the Customer's consent,
unauthorized access to his/her personal data, loss of Authorization Data;

3.4.6. Use a device with Internet access in good working order;

3.4.7. Not to use any Malware on the computer or any other media; use only
licensed software; use the System on the device with installed antivirus with
updatable database, updated browser version, all required updates of operating
system and software;

3.4.8. Not to use the System for carrying out Transactions aimed at illegal profit
making or concealment of income from taxation;

3.4.9. Not to use the System for purposes contrary to the provisions of the
legislation of the country where the Customer is a resident, not to conduct the
activities prohibited by the applicable legislation, as well as activities specified in
Annex 1;

3.4.10. Prevent the existence of a negative balance of funds in his/her Wallet;

3.4.11. Be fully liable for any cancelled, invalid, disputed Transactions including
Chargebacks;

3.4.12. Not to carry out Transactions involving the Shell Banks.



3.5. The Administrator undertakes to provide the System Services to Customers in
accordance with this Agreement and Internal Policies.

3.6. The Administrator shall keep safe the Customer's Funds credited to the
Account in the System.

3.7. The Administrator undertakes to execute the Customer's orders for the
disposal of the Funds in the Account within the limits established by this
Agreement, Internal Policies and effective legislation.

3.8. The Administrator reserves the right to change the provided Services of the
System, including software updates, procedures and interfaces.

3.9. The Administrator shall be entitled to suspend operation of the System in case
of detection of failures, to prevent unauthorized access to the System and for
preventive maintenance.

3.10. The Fees for the use of the System Services shall be charged in accordance
with the provisions of Section 7 of the Agreement.

3.11. The Administrator shall monitor compliance with the Agreement and the
Internal Policies by Customers. The Administrator has the right to refuse to carry
out Transactions in the cases specified in this Agreement, other supplementary
agreement or Internal Policies.

4. Registration, verification and acceptance of this Agreement

4.1 The Applicant wishing to create an Account shall go through the registration
procedure: fill in the registration forms on the Website, provide Authorization data,
as well as accept the terms of this Agreement by clicking the button “Sign up” and
putting a note of consent to process personal data in the corresponding field of the
registration form.

4.2 Acceptance of the Agreement by the Applicant is tantamount to the Parties
entering into a bilateral written agreement.

4.3 The Applicant shall provide the following data to the Administrator when going
through the Registration procedure:

4.3.1 For individuals:

¢ First Name;

e Last Name;

e E-mail address;
e Password.

4.3.2 For legal entities and sole proprietors:

e Company or sole proprietor's name;

e Website;

e Business description;

e Name and surname of the head or authorized representative;

e Country of registration and registered office address;

e Email address and mobile phone number of the contact person;



Authorization details.

4.4 By accepting this Agreement, the Applicant confirms that it is acting on its own
behalf and not on behalf or for the benefit of third parties.

4.5 When going through the Verification procedure in order to obtain full access to
the Services available to the Verified Accounts, the Customer shall provide the
Administrator with the following data:

4.5.1 Individuals shall submit to the Administrator:

An image of a valid identity document issued by an authorized state body,
containing the Customer's unique identification number and a photograph of
the Customer;

The Customer's mobile phone number;

In cases stipulated by Internal Policies, the Customer may be required to
provide information about the purpose of the Account, source of funds,
occupation and name of employer;

In order to confirm the Customer's identity and prevent fraud, the
Administrator may require authentication by video link, including through
third-party services.

4.5.2 Legal entities shall submit to the Administrator:

A copy of the certificate of state registration of the legal entity;

Certificate of Good Standing, if the company was established more than 12
(twelve) months ago, or a similar document issued by a state authority and
confirming the Customer's proper legal status;

Documents confirming the authority of the person having the right to sign
on behalf of the legal entity;

Details of the Beneficial Owners of the legal entity as listed in clause 4.5.1.
of the Agreement;

Mobile phone number of the Customer;

Additional documents, including a bank statement of the Customer's
account, shall be requested in the event that the Account is funded by bank
transfer;

Additional information in accordance with the provisions of the Internal
Policies.

4.5.3 Sole proprietors shall submit to the Administrator:

A copy of the certificate of state registration as an sole proprietor;
Certificate confirming the legal capacity of a sole proprietor, if the state
registration was carried out more than 12 (twelve) months ago, or a similar
document issued by a state body that confirms the Customer's proper legal
status;

Data on the individual registered as a sole proprietor in accordance with the
list given in clause 4.5.1 of the Agreement;

Mobile phone number of the Customer;

Additional documents, including a bank statement of the Customer's
account, shall be requested in the event that the Account is funded by bank
transfer;



e Additional information in accordance with the provisions of the Internal
Policies.

4.6 To verify the phone number specified by the Customer in the System, the
Administrator shall send an automatically generated one-time password to the
specified phone number to be entered on the Website.

4.7 If the data specified in clauses 4.5.1 to 4.5.3 is not provided, or if it is found
that any of the provided data is incorrect, incomplete or irrelevant, the Verification
will be considered as failed, and restrictions will be applied to the Account, which
are provided for the Unverified Account.

4.8 As a rule, the Verification process takes no more than 24 hours from the
moment the Customer has provided the requested data. In some cases, if the
Administrator has a justified reason to carry out additional verification, the
Verification process may take more than 24 hours.

4.9. Verification shall be deemed completed when the Customer receives a
confirmation message from the Administrator to the e-mail address or phone
number, at the Customer's choice, indicated by the Customer in the System. Upon
completion of the Verification, all the Services of the System available to the
Verified Accounts shall become available to the Customer.

4.10. The Customer shall promptly notify the Administrator of any changes in the
data provided for Verification purposes, as well as provide up-to-date data within a
reasonable time.

4.11. Administrator shall be entitled to periodically check the relevance of the data
provided by the Customer. In case of detection of inaccurate, incomplete,
irrelevant data, expiration of the provided documents, the Administrator has the
right to send a request to the Customer to provide relevant data within 14 days.

4.12. If the Customer fails to provide the requested data within the term
determined in clause 4.11., the Administrator shall be entitled to cancel the
Account Verification and apply restrictions prescribed for the Unverified Accounts.

5. Cashinout Account

5.1 Upon completion of the Registration procedure, an Account shall be created in
the System and the Applicant shall become the Customer.

5.2 The Customer may add a Wallet for each of the available currencies. All Funds
transferred to the Customer's Account are held in the Wallets in the respective
currencies.

5.3 The term of holding the Funds in the Wallet is unlimited and no interest is
accrued on them.

5.4 Deposit, Payment and Withdrawal limits may apply to the Wallet, depending on
Account status, Wallet Type and other factors considered by the Administrator.
The said limits are determined in accordance with the Agreement and presented
on the Website.



5.5 The Customer may use an Unverified Account with appropriate restrictions or
undergo Verification as set out in Clauses 4.5 - 4.9 and obtain Verified Account
status.

5.6 Customer may create a Personal Account or a Business Account. A detailed
description of the functionality of the Personal Accounts and Business Accounts
can be found on the Website.

5.7. In order to create an Account, a natural person must be at least 18 years of
age and have full legal capacity under their personal law. By creating a Personal
Account, the Customer declares that he/she is at least 18 years old. The
Administrator may at any time require the Customer to provide proof of his/her
age.

5.8 To create a Business Account, the Customer must have the status of a legal
person or sole proprietor and have full legal capacity to create an Account under
the laws of the country of his/her registration.

5.9 It is not allowed to create Accounts for US citizens, US permanent residents
and legal entities registered in the USA.

5.10. The Customer may create an Account only if it does not contradict the
provisions of the legislation of the country of the Customer's residence or
registration. By creating an Account, the Customer declares and guarantees to the
Administrator that the opening of such an Account by the Customer does not
violate any laws or regulations applicable to the Customer. The Customer shall be
obliged to pay the Administrator the amounts of all losses incurred by the
Administrator if the Customer breaches the provisions of this clause.

5.11. If a Business Account is created, an additional agreement shall be concluded
between the Administrator and the Customer. In such a case the Customer shall
comply not only with this Agreement and the Internal Policies but also with the
provisions of the relevant supplementary agreement.

5.12. Information about the Customer's Transactions with Funds and use of the
Wallet shall be recorded and kept by the Administrator during the term of the
agreement with the Customer and for the next five (5) years from the date of
termination of this Agreement and Account closure.

5.13. By initiating a new Transaction that changes the balance of the Funds in the
Wallet, the Customer confirms his/her consent to the amount of the said balance.
The Customer's consent is confirmed by pressing the relevant button which
initiates the sending of a new Payment Order.

5.14. Access to the Wallet and any Transactions using the Wallet are possible only
after Authorization.

5.15. The Login shall be formed by the System by default from the email specified
by the Customer during Registration, or changed at the Customer's request to the
Customer Support. The Password is created by the Customer independently. Login
and Password are used for Authorization and can be changed at any time.



5.16. The Customer shall be fully responsible for keeping his Authorization Data
confidential. Any actions with the Wallet performed using valid Authorization Data
shall be recognized as the Customer's actions.

5.17. After 3 unsuccessful attempts to enter the Authentication Data, the Account
shall be blocked. In order to restore access to the Account the Customer shall
contact the Customer Support.

5.18. In the case of loss of the Authentication Data, the Customer shall apply to the
Customer Support with a request to restore access to the Account.

5.19. In order to restore access to the Personal Account:

5.19.1 The Customer must request from the Customer Support a link to restore
access, which is sent to the email address specified by the Customer in the System;

5.19.2. If the Customer has verified his/her mobile phone number, he/she shall
receive an SMS message with a digital code, which the Customer shall enter by
clicking on the link sent to the email address indicated by the Customer in the
System;

5.20. In order to restore access to the Business Account:

5.20.1. A request must be sent to the Customer Support requesting restoration of
access.

5.20.2. An SMS message with a numeric code will be sent to the phone number
confirmed in the Verification process, which the Customer shall enter by clicking
on the link sent to the email address specified by the Customer in the System.

5.21. In case the Customer's actions are suspicious or contrary to the provisions of
the Agreement, other agreements concluded between the Customer and the
Administrator, Internal Policies or requirements of the current legislation, the
Administrator shall send the Customer a notice of such suspicious actions,
suspected or actual fraudulent actions or security threats to the e-mail address
specified by the Customer in the System.

5.22. The Administrator reserves the right to block the Account without prior
notice to the Customer if there are objective reasons related to the security of the
Account, if there are suspicions of possible unauthorized access to the Account or
use of the Account for fraudulent purposes, in case of violation of provisions of the
Agreement or Internal policies.

5.23. The Administrator shall unblock the Account as soon as the reasons for the
Account Suspension have been eliminated.

5.24. The Customer may close his/her Wallet at any time by contacting the
Customer Support. Closing an individual Wallet does not result in the closure of
the Account.

5.25. It is not permitted to create several Accounts for one person. The exception
is when the Customer creates one Personal Account and one Business Account as a
sole proprietor. If multiple Accounts are detected, the Administrator shall be



entitled to automatically mark such Accounts as fraudulent and suspend provision
of the System Services on such Accounts.

6. Transactions with Funds

6.1 The Customer may refill his/her Wallet by logging into his/her personal profile
on the Website and following the relevant instructions to refill the Wallet. Methods
of recharging the Wallet may vary depending on the Customer's location. The
currently available methods of recharging the Wallet are presented on the
Website.

6.2 The Wallet replenishment and withdrawal services are payment services
provided by third parties, and are not part of the System Services.

6.3 Replenishment of the Wallet shall be carried out in the manner prescribed by
the Agreement, Internal Policies, policies of third parties who provide services and
applicable legislation.

6.4 The Administrator shall have the right to limit the list of Wallet replenishment
methods for certain categories of Customers, depending on the risk level of the
Customer's activities and/or transactions.

6.5 When the Wallet is funded by third parties, the Customer shall have all rights
and obligations in respect of the Funds credited to the Wallet. Such Transactions
carried out by third parties shall be deemed by the Parties to have been carried
out for the benefit of the Customer.

6.6 For security purposes, the Administrator shall set limits on Wallet
replenishment. These limits are displayed on the Wallet page.

6.7 Depending on the replenishment method, third parties may charge additional
fees for replenishing the Wallet.

6.8 Funds shall be transferred on the basis of the Customer's order, executed
electronically using the Wallet.

6.9 The Administrator shall identify the Customer using the Authorization Data
when accepting an order to transfer funds from the Customer. In some cases, the
Administrator shall be entitled to request additional identification procedures
before executing a Payment Order.

6.10. All Transactions executed using the Customer's Authorization Data shall be
deemed to have been executed by the Customer except if the Administrator is
notified of unauthorized access to the Account or use of the Account for fraudulent
purposes in accordance with the provisions of clause 3.4.5.

6.11. Transactions not exceeding the relevant limits set for the Wallets are
executed without delay within 24 hours of receipt of the corresponding Payment
Order by the Administrator. Deadlines for execution of Transactions which depend
on the availability of services provided by third-party financial organizations shall
be determined in accordance with the terms of services provided by such
organizations. The Administrator shall not be liable for delays caused by third
parties.



6.12. In his/her Account on the Website, the Customer may include notices of
executed Payment Orders.

6.13 The Administrator may limit the list of recipients of Funds for certain
categories of Customers depending on the risk level of the Customer's activities
and/or transactions. Specific restrictions are indicated on the Website.

6.14. The Administrator shall be entitled to limit the list of available methods of
withdrawal of Funds for certain categories of Customers depending on the risk
level of the Customer's activities and/or transactions. Specific restrictions are
indicated on the Website.

6.15. The effective limits on the balance of Funds in the Wallet and on the amount
of Payments for different Account statuses and Customer categories, depending on
the Customer's risk level and/or transactions, are indicated on the Website.

6.16. The Customer may choose the method of withdrawal of Funds by forming a
request for withdrawal of Funds from his/her Wallet. The Administrator has the
right to require the Customer to confirm his/her identity before effecting a
Withdrawal of Funds. When withdrawing Funds, the Customer's Wallet must have
sufficient Funds to pay the Withdrawal Fee.

6.17. To deposit funds by bank card, the Administrator has the right to request the
“Know Your Customer” procedures of verification in accordance with AML Policy.

6.18. If the Customer has successfully verified his/her identity and if the Wallet has
been replenished by means of a bank card, such a transaction shall not be
cancelled and the funds cannot be refunded to the card. If the Customer is unable
to confirm his/her identity in order to execute a bank card transaction, the
transaction is automatically cancelled. It may take up to 14 business days for the
Funds to be returned to the card, depending on the conditions of the Customer's
bank.

6.19. In his/her Account, the Customer may download free of charge electronic
statements of all executed Transactions for any period of time as determined by
the Customer in his/her sole discretion.

6.20. All Transactions made by the Customer through the System are final and not
subject to challenge, revision or cancellation, except for Wallet replenishment
transactions involving external systems classified as fraudulent.

6.21. The following refund rules apply when a Wallet is deposited by Card. If the
Customer has successfully passed Card Verification and the Wallet replenishment
Transaction has been completed, it is not possible to cancel the Card Transaction
and refund the Funds to the Card. If card verification is not completed, the card
transaction is automatically cancelled. It may take from 2 to 14 working days for
the funds to be returned to the card.

7. Amount, manner of charging and collection of fees

7.1 The Administrator charges the Customer the Fee for the provision of the
Services.



7.2 Information about the amount and procedure of charging commissions is
available on the Website in the “Fees” section.

7.3 Administrator has the right to unilaterally change the amount of the Fees.
Changes come into force from the date they are published on the Website.

7.4 All Commissions are calculated in the currency of Transaction and rounded to
hundredths.

7.5 The System services provided by the Administrator are not subject to VAT and
other turnover taxes.

7.6 All relevant Commissions shall be debited by the Administrator from the
Customer's Wallet upon completion of the relevant Transaction in connection with
which such Fees are charged, or at the moment the Administrator has grounds for
charging such Fees.

7.7 In case of insufficient funds in the Wallet to charge the Fee, the Administrator
may refuse to execute the Transaction or send a request to the Customer for
payment of the Fee.

7.8 When transferring Funds between Wallets denominated in different currencies,
the exchange rate shall be calculated in accordance with the rate published on the
Open Exchange Rates platform, plus the set Fee. The final exchange rate
applicable to the Transaction is fixed at the time of the Transaction and is
displayed in the Account before the Customer sends the Payment Order.

8. Personal data

8.1 The Administrator shall process the personal data of the Applicants and
Customers. The Policy on Processing of Personal Data of Applicants and Customers
is published on the Website as a separate document.

9. Responsibility of the Parties

9.1 If the Parties fail to perform and/or improperly perform their obligations under
the Agreement, the Parties shall be liable in accordance with the Agreement,
Internal Policies and applicable law.

9.2 The Customer shall pay penalty interest to the Administrator in the amount of
0.1 per cent (zero point one per cent) of the outstanding obligation for each day of
delay in performance of any obligation expressed in monetary terms as provided by
the Agreement. The Customer shall pay the Administrator the said penalty within 3
(three) business days from the date of receipt by the Customer of the respective
written or electronic request of the Administrator. The Administrator has the right,
but not the obligation, to demand payment of the penalty.

9.3. The Customer undertakes to reimburse the Administrator all amounts paid by
the latter as compensation for damages due to violation of requirements of the
current legislation by the Customer when using the System, subject to provision by
the Administrator of relevant documents confirming the amount of damages
incurred by the Administrator.



9.4. The Customer shall be fully responsible for all Transactions recorded in
his/her Wallet, including any Transactions involving bank payment cards. Such
Transactions shall also include transactions carried out by third parties who have
gained access to his/her Wallet. The Customer shall be fully responsible for
familiarizing himself/herself with the requirements of the legislation in force in
his/her country of residence governing the creation of the Account and Money
Transfer Transactions with the use of the System. The Administrator shall not be
held liable for the Customer's violation of the current legislation in connection with
the use of the System. If the use of the System and Services by the Customer
contradicts the provisions of the legislation of the country where the Customer is a
resident, the Customer shall immediately stop using the Services.

9.5. The Customer shall be fully responsible for all risks associated with the use of
the Internet when interacting with the Administrator, other Customers and third
parties.

9.6. The Customer undertakes not to take actions that mislead others about the
services provided by the Administrator and can directly or indirectly damage the
business reputation of the Administrator, including, but not Ilimited to,
impersonation of the Administrator's representatives in any capacity and context,
falsification of internal information of the System, including, but not limited to,
numbers of Transactions, Wallets and any other data, in text, screenshots and any
other media, creating clone sites based on the System and other similar actions. In
case of violation of this rule, the Administrator reserves the right to block the
Customer's Accounts, freeze the funds until the investigation is completed, as well
as to limit the use of the System in other ways. The Administrator also reserves the
right to initiate prosecution of violators in the courts of the relevant jurisdiction,
including the cases when such actions are committed by outsiders who are not the
Customers of the Administrator.

9.7. The Customer undertakes to protect the Administrator's interests, indemnify
and compensate the Administrator, and hold the Administrator and its affiliates
harmless from any claims, demands, expenses or costs (including legal fees, fines
or penalties) that they incur as a result of or arising from 